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UNITED STATES DISTRICT COURT S
FOR THE DISTRICT OF COLUMBIA S
L

U w H LT s
CITIZENS AGAINST UNIDENTIFIED ) e
FLYING OBJECTS SECRECY, )
} .
Plaintiff, 1
v, ) civil Action Ho.
)] B0-1562
HATIONAL SECURITY AGENCY, )
K
Defendant. 1
}
IN CAMERA
AFFIDAVIT OF EUGENE F. YEATES
County of Anne Arundel - )
Y- T
state of Maryland R

Eugene F. Yeates, being duly SWOILR, deposes and says:

1. (U} I am the Chief, Office of Policy, of the Rational
Security hgency (NSA}. As Chief, Office of Policy, I am
responsible for processing all jnitial reguests nmade pursuant
o the Freedom of Information Act (FOIA) for NSA records. The
statements herein are based upon personal knowledge, upon My
personal review pf information nvailable to me in my ofticinl

capacity, and upon conclusions reached in accordance hherethh.

2. (U} This affidavit supplements my unclassified aff:davzt

sxecuted on September 30, 1980 regarding all documents which have
peen located by NSA pursuant to plaintiff's FOIA requast but
which have been withheld wholly ot in part by NS5A. I submit
this affidavit in camera for the purpose of stating facts, which
cannot be publicly disclosed, that are the basis for exampting
the records from release to the plaintiff.

3. 0} At the beginning'of each paragraph of this
affidavit, the letter or letters within parentheses designate(s)

the degrae of sensitivity of information thie paragraph contains.
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The letters “U*, “C", "S™ and "TS" indicate cespectively that

the information is unclassified or is classified CONFIDENTIAL, .
SECRET or TOP SECRET. The symbols “(SC)" and ¥(rsC)® stand for
*SECRET CODEWORD® and "TOP SECRET CODBHORD",-res’pectively.
"CODEﬁbRD' refers to one of the distinctive five-letter words
used to identify the source of the information as communications
intelligence (COHIN:), to distinguish between COMINT categori?s
and sub-categories, and to facilitate the application of regula-
tions for the disseminatioﬁ and use of COMINT. [éhe codeword
“UMBRA® appearing in conjunction with the TOP SECRET classifica-
tion at the top and bottom of each page of this affidavit, is
the codeword applicable to Category III (the highest c;tegcry}
COHIN?E] Docunents revealing sensitive details about the pro~
duction of COMINT must bear the classification amd codeword |
appropriate to the hlghest category or sub-category ¢f COMINT

to which they relate, even though they may not contain ConINT

as such. Eihe symbel "CCO", which stands far the caveat "HANDLE

! VIA COMINT CEANNELS ONLY", is used to designate information

related to COMINT or COMINT activities, which, although it does
not require codeword protection, muost be kept within COMINT
channels, i.e., disclosed only to pecrgons eligible to
receive COMINT itselﬁi]

THE RELEVANT DOCUMENTS

4, x:ln processing the plaintiff's FOIA regquest, a

total of two hundred and thirty-nine documents were located

in NSA files. Seventy-nine of these documents originated with
other gqyernment agencies and have been referred by N3A to

those agencies For their direct response to the plaintiff.

One doéument, which I addressed in paragraph 20c of my public
affidavit, was erroneously treated as part of the subject matter

of plaintiff's FOIA request. It is an account by a person




asgigned to NSA of his attendance at a UFO symposium and it

cannot fairly be said to be a record of the kxind scught by the
plaintiff. Another document, discussed in paragraph 204 of my

public affidavit, was recently declassified and released to’

! plaintiff. Two additional non-COMINT records have been

releaged to the plaintiff with the exempted material deleted.

The deletions in these documents are explained below:

2. A document entitled UFQ Hypothesis and Survival
Questions was‘releas;d‘to the plaintiff with the deletion on
page seven‘of the name of the emﬁloyee who prepared the draft
and a deletion of a reference to his NSA component. 0z I
explained in paragraph 20, sub-paragraph 2, of my open
affidavit, information about NSA's organization or employees

is protected from disclosure by Public Law 86-36 and, therefore,

_exempt pursuant to 5 U.S.C. §552(b){3). N

b. The second non—-COMINT document is & three page
undated, unofficial draft of a monograph with a four page
Qppendix by the same agency employee who authored the draft
referenced in sub-paragraph a, above. This document was
disgussed in paragraph 20b of my public affidavit. It is

entitled UFO's/and the Intelliqence Community Blind Spot to

Surprise or Deceptive 955551 In this document, the author
discusgses what he considers to be a gerious shortcoming in the
Agency's COMINT interception and reporting procedures “[393
inability to respond correctly to surprising information or
delibarately deceptive datai] He uses the UFO phenomena to
illustrate his belief that[&pe inability of the U.S. intelli-
gence community to process this type of unusual data adversely
affects U.S. intelligence gathering capabilitie%Z] Leletions
in Ehis document were made as follows:

{1) All of the title after UFD, which addresses

the parceived shortcoming, and all of paragraph cone, which

discusses Epe empioyee's perception of the negative implicatio@ﬂ




of thé handling of UFO phenomena as it demonstrates what he

believes is the[iess than optimom ability of the intelligence
community to process and evaluate highly unusual datéi] As I
;tated in m} public affidavit (paragraph 20b), the type of ’
candor that is reflected in this record must be encouraged
egpecially in an intelligénce hgency where the most meaningful
suggestions regarding ways to p:omoté the efficiency of the
critical hgency mis;ion will of necessity come from within.
Public disclaosure of such info?mation, espeéialiy when it
advances a novel theory, could have the effect of stifling such
candor by the risk of diminution of pfbfessional standing the
employee runs if subsequently found wrong. Thus, this matter
was deleted pursuant to 5 U.S5.C. §552({b)(5).

{2} Paragraph three of this docunent uses a signals
intelligence operation{a ;-ains;]“ to illustrate
the author's point. This paragraph conta;ns information about
SIGINT activities that is currently and properly classified and,
thug, is exempt from disclosure pursuant to S U.S.C. §552(b}(1).

The material in this paragraph also concerns the organization

and operational activities and functions of NSA[@;rected ngainéﬁ]

j— This material is exempt from disclosure under

5 U.5.C. §552(b)(3) which exempts from release under the FOIAM

matters specifically cxempted from disclosure by another statute.

As noted in paragraph 20, sub-paragraph b of my public affidavit,

Public Law 86-36 provides that no law shall be construed to
require disclosure of the organization or any function of the
NSA or any information with respect to activities thereof.

{3) Paragraph four of the memorandum states the
conclusions and recommendations of the author. While it talks
of the ability of the Agency employees to deal witn unusual

phenomena it is not responsive to the plaintiff's request




- tactics used by|the Vietnamese against U.S. forces and does not

" Ehese COMINT reports are provided to Nsi‘_

regarding UFQ or UFO phenomena. In any event, as I stated in

my public affidavit (paragraph 20b),lthe subject matter of
that paragraph is exempt from disclosure because it contaiqs the
employee's!speciﬁic recommandations for addressinglthe problem of
responding to surprise material. ‘Fo: the reasons stated in
sub-paragraph (1) abova, these recommendations are exempt from
disclosure pursuant to 5 U.S.C. §552({b)(5). One specific recom-
mendation suggests an operational approach to solving the problem
which reveals NSA activities and is, therafore, exempt from
disclosure pursuant to 5 U.Q.C. §552(b}{(3) as explained above.
{4} The final deleti;n is in appendix A, pa:agfaph 10

of this report. This section talks [about deceptive communications

include any reference to UFO or UFO phenomena and is, therefore,
not responsive to plaintiff's reguest. Nonetheless the subject
matter of sub-paragraph 10 is'currently and properly classified.
Thus, even if it were deemed to be within the scope of plaintiff's
request, it is exempt from disclosure pursuvant to 3 U.S5.C. §552
(5){21). _
COMINT REPORTS

5. ;Iﬁﬂd"?he cemaining one hundred and Eifty-six records
being withheld are communications intelligence (COMINT) reporks
which were produced between 1958 and 1979. For purposes of my
discuseicn here, thesa raccrds are organized into three groups

based upon the source of the raport.

a. One hundred and fiftcen of these reporty weroe

produced by @he cignals intelligence organization_

CrpRrerY
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{l)] Two of the records at issue here were prcduced

vy AR -
United States has e:t:emelm
WCTM report fron 'umy
Y [+ provided to ¥5A MiuduyRanONNEEN.

W .
{2) One hundred and thirteen reports were provided
b. Two of these COMINT reports originated from
{ SIGINT operations which WJ
Ii:
; ¢

-




in exchange for the sharing of technology and COMINT information.

f ' c. - The remaining. thirty-nine COMINT documents were
- ¥
1

1 L
produced by WSA or relate to NSA SIGINT operations. That is,

these reports originated at NSh itself or in field sites under

r the opsrational and technical c0ntfol of HSA.
‘ 6. (U) All of the COMINY reports ace in either message oc

i summary format. A report in message format contains a single

underlying communication presented in a clpssic cable format,
i.e., the verbatim text of the particular transmission, preceded
and followed by vexternals® consisting of: data about the sender
and the recipient; thes dates and times of tronsmission; and

other technical information. A summacy., as the label suggests,

provides in summary form the contents of & gingle message OF

of = small numbet of related intezcepted commdnica.tioﬁi, often

accompanied by gome "technical data. .

7. Mo_ne hundred and fifty~four of the one hundred
and fifty-six COMINT reports are based wholiy upon intercepted
communications of foreign governments transmitted on non-public

*government net" communications links or systems. @: the two

ceports not included in this total, one report is the text of 3___!

communications commen carrier. &hnve-descriped the distinctlon
. stcr . N ’

between thesj r._wq,@.‘:nds of communications facilities in my public

affidavit at paragraph 10. The other record which is not baosad

on intercepted comunications-froﬂ“govemmcnt ne};‘!&acilities.

” communication transmitted by an international;

s




,Es a description of an incident purported to have been learned

frem U.S. interception and analysis OM

(comnmunicatiohs | S ' : "

B.'CMhe COMINT reports originated bi_
Man be further described in terms of

sources and intelliqence targets as tollows:_]

' 2. quSNEEERRRRRNIRINGY O 1T Reports Which:
Tarqet Communications Transmitted o [ o
; munications Facilities, On_e:“Eeport, in summary

format, was produced bw

‘rm the intercepted communications between twg__f

“&i;crafts a_nd a ?‘round controller iﬂ-
(1971, waeiRRRARRRNY :-co:: o “phenonena”

in the sky north o_]-. 'Chreueports are
i summaries oj’@esfages intercepted froﬂ—

ommenications, The messages. were transmilted fzom

: STET
‘”ﬁadar -operators to a central control station. 1In these |

_Ees;ages, thg_l__pe:al.om report everything that

appea:s on their radar qcrnens. tthen they cannot identify a

particular cbject, they report it as an unidentifiable object.
. In translating thesc messages, the U.5. cryptolinguist uges

*unidentified £lying cbject” as the equivalent ‘of theJ-

[text ]
b. m__neoor;g Which Target the ]

[

{_ne hundred and nine documents in summary format report

H v =T
' on intercepted communications betweeMadnr

operators and a central control point. These summaries are

Similar to the reports described in sub-paragraph a abave andJ

“ommun ications System OET"




| i ; . : Ardigns
:Egam, contn“ﬁnfomation pertaining to the r‘a?éar

; BT L Atfianr.

i operator®s repocrt of objects ©n his radar Screen’ which he

cannot iden I:ifyj

; *Econm-r Report Which Yargets]
3

_M_ This document is a

summa:y of intercepted messages prepared .in 1976 which reportj
: radasr tracking information from J—Eadar station to &
' central control point. It is similar to the reports describeg

! in sub-paragraphs (a) and (b) above,]

; a. mﬂlm Report Which Targets |
gmm. This summary wag prepared
i in 1988 bﬂ" E:t contains a
sunmary of intercepted communications which were tranmsmitted
between the m and the]
_Lommande; regarding a. yellow objekt that

was reported to have fallen intd the sea. These messages
were transmitted along géovernmen: neﬁ?@acility.]
! L. Two COMINT Reports Were the Product 0_

"(SIGINT Operations and Targetea tha AP o rrunicat ions
R —
| produced from a[fielfl faite which is NfIIoperates by the

v-5.. and BRI (- :co: s

were.prepared in 1966 and contain sunnnries of the commenica-

tions transmitted b m_adar operators as discussed in

: sub-paragraph b, above. One of the two reports is a follow-up

' report to the other. The relevant activity reported deals

with the tracking of an ocbject approximately S0 nautical

| miles northeast of NNy < SN

Lac:.l:.ty. As with the messages described above, these COMINT

reports are summaries of thg MGssagesJ




hanr ] i
I -

i 9. A uSA-originated reports — Thirty-eight documents

are the direct predéuct of NWSA SIGINT operatisns and one document

! geseribes classified SIGINT activities. These documents can be

further desdribed &5 follows:

a. The document describing SIGINT operations report

; E_:m alleged intercept oﬂ*@omunieations. The

factual circumstances of the incident rep%;ed in this recdrd

4

a e
were ;ecezved by HSA fromfan FOIA reguester other than the

! oI

; plaintiff and are considered to be fictitious by NSA analysts.

b. One record is a 1973 report which summarizes
| Cen P e ¢ [ eted ]
: (the text of message transml 31
 seuwnuligaeiie - - eIneine
R - enc i ; -

1-_1_-‘- makes reference to a purported UFO sighting b_

L
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c. Twelve HSA-originated COMINT reports target

! the communications links and systems Qf“

i Two Qocuments, in summary format, report the-
;“cmunzcauons. Two of the records are mﬁessag‘?

| format and report the“comrﬁunica—

* tions which relate that an unidentified flying object was
3

" sighted in the air by a “nit. One report

: contains a summary of” activity based upon communica-

tiong in reaction to an unidentified flying objeét &long the

* Two documents report on communications
transmitted betwoon AQMERBRERNEENRRINY - - QNN

:’uho re;crt visual observations of luminous spheres. One

report is a summacy of a transmission betwten“

i Four documents in this group of twelve were intercepted from
- otber- SN connunications targets. One document is based
: -

on the intercepted transmiuionéof‘h-‘”

reporting a bright light. The second recerd is basted on the

intercept of a transmission of an 'Mto
a- station sgeking a raport on any shining phenomena or

falling meteorites cbserved on specified' dates. The third and

fourth reports are a summaries of on-going debates on UFO3 among

~ based on intercepted communications tramsmitted
. on” nets.

d.  Five of the NSA-originated COMINT reports
ta:geb@%ernment negi,communic'ations- All five of these

documents are based on intercepted (MG cormunications

_ units and “ reporting observa-

tions of luminous objects in the sky.

11




e. Four NSA-originated COMINT reports target

-communications 1inks or systems. Three reports are in

oS i e

SUMMATLY fo:mft and are based on an intercepted message’transs

 nicees (TR -

i reporting an unidentified _ flying object at 2 very high altitude:

' an intercepted message transmitted from “

u:eporting that an unidentified flying object with two
i lights'had passed ovec “and an intercepted
|;:oic1 message transmitted to# facility by a

who -reported an unidentifﬁed Ely:ng

\

object. The fourth report is based upon a message between~

units regarding a UFG sighting.

|

f. -Bixteen NSA-originated COMINT reports target

! the fgovernment net%cmunications?é}stems and linl‘t;':.:féf

S L
. .several different countries‘: This group contains summaries

' of intercepted transmissions betweqnm

l“( two reports based on communica—

tions 6:-:” and an unidentified sender reporting

sightings of a U?O},“( two reports based

- on communications i:_ reporting unidentified
flying objects), “(a report based on a message from 2

%“to an unidentified receiver in“

;“ reporting a sighting of unidentified flying objecifs}.

-(a report from an ”to the-

” -reporting an object that appeared

-. to be a rocket overw(a report based on

. communications between two ARG -

! an unidentifl®d sts;tt}:onjin ;whictfmreported

sightings of bright or light spots) . WM (2 report based




recipient whiich provided instructions for reportzng the sighiing

 mission between” reporting that sowe quiiiiiiiiy

“ transmission reporting the sighting of an elongated

w which ‘was transmittedE1ong a “government ne:? facility.

. communications of“ Ezch report

on a transmission from aJRINunic to “

reporting a sighting of an unidentified flying object).-

{a report based on a massage E:om-to an an unidentified

of flying objects), and “ (a report based upon a trans-

saw 8 ball of light about the size of an orange moving overhead).

One document in- summary format is the product of an inteccepted

ball of fire. One document. in message format reports the text
a @R nessage sent by the GINNINGGGRNGGENNNPEENERRY
-to ene NSRRI  cpo:tino an

i unidentified flying object. One document in summary format

ceports the YRR o<t of AR o529 e

It reports, among other items, an increase in DFO0 activity.

The last three documents in this group report on intei;cepted

contains information 'derived from intercepted transmissions

STET
reporting the tracking of unldentified aircraft by-Cradag]

operators.

EXEMPTION QF THE CQMINT REPORTS -
10. m;u'imary and often overriding consideration '

regarding the classiFication of COMINT reports is that the need i

to protect communications intelligence sources and methods is
greater than the need to protect sensitive contents of the E
underlying intercepted messages. Nevertheless, no portion of ;

the contents of COMINE' _r"aports may be disclosed, where, as here,

revealing the information would have the effect of identifying

13
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! for the target communicato:s the ;peclfi; communxcat;ons that had
been intercepted and axplofted. One hundred and Lifey—-four of
the COMINT reports being withheld are the product of intercept
cperations directed against.foreign goverament contro]:led-".

commumcatiods systems within their territorial boundaries.

R

E@vaalmg the contents of these reports would disclose the
+ capability of NSA to target thesj&lvernment controlled j com—

munication sy...te:n.,. Even where the underlying communica—

tions are not specificd_ ’

] STEY &
the communicdtions

E had been‘intuceptod for processing by NSA. Moreover, the
. disclosure of these reports would reveal much more than the
1

i

identity of the targeted communications systems. . It would

 ravead ax welL AN

D ll:. {Mhe communications sources involved in

this case -- which are specified or implicitly identified in

the COﬁINT reports being withhnld by NSA ——Eare the son:ce-ot—

extremely valuable comunzcations intelligence cover ing a b:oad

o

' range of kinds of inforxmakien from
='-Ec:l:.’u.r ities chcﬂ,@;utte:sj
Clease of thase documents would seriously damage the ability of
i the United States to gather this vital -intelligance information
for the following reasons:

a) Disclosure:of the report disguSsed in paragraph 9%b

would mf“Mhat their

: communications b_ﬁnternat:.onai common carriej&acxhtiesj

Man be inteccepted and selected
-|: out by NsA, an@, even more importantly, that thm

e[ana othe: AN




f Ffurther-
Al

mere, :eveal ng the WSA intercept cperation agai-n:ﬂ[the;' inzegna-

tional common access carrier :m.teE‘u\_n yielded th:_-

;’Eﬁssage could cause the United Statec to lose access

to the communications o_:(\g.zhe: foreiqn governments who use that

same communications routg‘}

&b]‘ The disclosure of réports, such 25 iR

§wéne at issue here, based on messages transmitteéfiia
P )

internaticnal ceommon 2aCCesSS carcier facxlituﬂa__?Eomd also raveal

' this Agency"s capacitﬂ;o selsect from such intercepted commun i~ '

cations those messages having potential intelligence value . SN

(e) As I have stated in my open affidavit, when alerted |
to the extent of NSA's capability, and if given information fronm

15 :




which inferences could be drawn as to the pregessing nmethods

ssed, foreign intclligence services would be akle to evaie or

defoat portions of N3A's present foreign intelligence offorts

: N o, P C e L
b targetinﬁiﬂte:nationel common carrier linKgY These countries

could e cxpected to use different routes of communication og

ﬁ'_rhe costs involved would be substantial but not prohibi-

tive: the technology reguired is now available.

12. The disclosure of other records at issue here, would
result in the 1633 of the intelligence infoi:raation‘jé;thered
rfom the Interception of the government net communications
systems;_;- The value of the intelligence data collected from
these sources is obvious.

(a) |For example, analysis of data collected from

-' -
the intercept ofM@ommunications_.ﬁgf a

i foreign government- )

(pacragraphs 8a, b, c, e and %f) communications (paragreph

9¢), or transmissions betweeWpcragraphs

16




._.._.m&malysts are able to feport

Bd and 94, e, f) ~- imgeasurably aids U.S. analysts' studies of

Ny, e

on thHapabilit'ies of foreigw
generally. This information enables planners in turn to0 nssess
the capability oMysttm“-
(and RN - « <. :.
: transmittejmomnunmations is useful in evaluating
. the performance capabilities om
" Ey nonibo:ing—-thw(_ctivity and other -

—Eansmlssions and relatmg it teo Qeographlc areas, the
E U.5. analyst car ‘

“ &ther targeteg]—&ommuui— I

l, cations provide critical technical information, such as datj
I

if ‘the developinant of U.S. countermeasures. Poreigrﬂ“
§ O e —

@urces of intelligence information regarding ftheir nation'a

:&ntentions, in both the short and long terms. Moreover, thg]

i:hgovnrment net systeﬁ'ﬁascrihed here continue to yield valuadle

intelligence data —-- including the ﬁommumca-
tion systems discussed in paragraph 96_]“

i &2) Also, the data collected from :.nterceptjf'perat:mns

il -—
(agamswovemment net systen$ deseribed in paragzaph

Lt

9c) provides invaluable informa-tibn to our policymakers.

F- From these sources U.S. analysts are nble to compile reports on

| stgnitican g oot i1 o oM
“ :“@vents. Also, by monitoring thasé-

' im,znsmlssi'ons, analysts are able to obtain data tj

17




[ from these sources is no less vital to U.S. planners than thej

i3. M The need to protect against any identification

of the tafget& of intercept operations is cqualed by the need

. to protect against revealing the identity of the ﬂ
QA =ov:ces e
Exsclosuze of the recordm

Muld have extremaly adverse repercussions

; to the U.S. over and beyond &M
' . f'rhe nost _serious_-{

o m—

: s"igpiticant loss of

[ ]

disclosures which woi.:ld tend to identif

@:r COMINT

Furthermore,




 SRASPARPARRREI - «--: -+ elsting to CONNI

CLASSIFICATION OF THE WITRHELD COMINT REPORTS

: 14, Wns 1 have indicated in paragraph 17 of my open

| affidavit, I have determined that the cne hundred and fifty-six

activities at issue here are based on intercepted communications

L

: of foreign governaents or' SIGINT opecations and, thus, romain

s

. properly classified. In conducting this review I have weighed

the significant need for openness in government against the

likelihood of domage to our national security at this time and
have determined that each record should continue to be classified.
! No meaningful portion can he segregated from the records without
revealing classified informatien about the intercepted communi-
cations underlying the COMINT repo-rts. Because each record and
each portion thereof is properly clagsified under Executive

Order 12065, it is exempt from:disclosure pursuant to 5 D.S:C.
. §552(bY ()

: ). N

15. W’e interception, processing and exploiting
- of £t;:ei.g_‘r: communications sent oginternational common carrier
£aciliti&§, or by government net channels are within the COMINY
_mission of NSA. ' S0, too, is the carrying tlaut o cljanRGUIREN
i

. functions and activities of NSA are particular types of matters

L

" that may be withheld under 5 U.S.C. §552(b)(3),. since Section &




e Tt e

. of the sources of COMINT information invelved, -

_ lying the records being withheld by NSA is classified information

: enauthorized disclosure of which is prohibited by 18 U.S.C.

: §798, pacagraphs (a){3) and (a)(4}. Thigs information because

' that would be disclosed by these records is_info:mation about
- intelligence sources and methods protected from unauthorized

* disclosure under 50 U.S5.C. §403(d)(3). The reports are therefore

' protect existing sensitive and important foreign intelligence

- sources and processing technigues vital to the national

! Court treat this affidavit in the same secure manher as it
. has been handled in submission to the Court, and to return
;it to appropriate personnel of the Department of Justice

" as soon as possible after review by the Court. The Department ;

© §552(b)(3).

' intelligence communications activities of NSA revealed in the

" sources of foreign intelligence.

In this case, the COMINT reports reflecting those functions and

" activities must be withheld to avoid compromising the ;efficacy

’

l
of Public Law B6-36 permits the Agency to refuse to release them. 1
I

1s. w Information about the interception, pro-

cessing and exploitation of the foreign communications under—
concerning communications intelligence activities of the

onited states ANEESSNSTENRNEIANERRIONY -

it is prohibited from disclosure by statute, is exempt from
release under the FOIA pursuant to 5 U.S.C. §552(b)(3)-

17. (U) &As stated in my public affidavit, the information

exanpt from release under Exemption 3 of the FOIA. 5 U.5.C.

18. (U} 1In view of the foregoing, and in corder to

security, I certify that disclosure of past and present foreign

recorde the plaintiff seeks would endanger highly valuable

19. (Uu) Finally, I respectfully request that the

20
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iy

au f;ibed and sworn to before me this

of Justice wil

f Court's seal,

i
or any other ¢

day of

k
W o

i
Hy comn:sslon

1 retain custody of this document under the
subject te any further orders of this Court

ourt of competent jurisdiction.

Aﬂﬂhtuﬂl
EUGE E P !Déﬂ

Chief, Offdice of Policy

October 1980.

D et

NOTARY PUBLIC

Loty 1, /92
J

explires on
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ORDER FORM

Majic Eyes Only: Earth’s Encounters with ET Technology (320pgs-hardback) ($30).... QTY.
DVD of “The Secret” as Seen on Sci-Fi Channel ($18)...........ccovvvrvnriernrinnnenn. QTY

Majestic Documents Book (190 pages) ($18).......ccvevuivververrsereeisssiesiennnns

CD “The Secret” Authenticity of MJ Documents ($5)

SOM1-01-ET Technology Recovery and Disposal ($5)

1st Annual Conference Proceedings (227pages) ($35)

CD Audio Set of 1st UFO Crash Retrieval Conf ($160)..

2nd Annual Conference Proceedings (251 pages) ($35)

DVD Set of 2nd UFO Crash Retrieval Conf ($240)......
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Individual DVD’s of 2nd Crash Con Speakers ($20)
Nick Redfern — Crashed UFOs — Worldwide History

Don Ledger - Shag Harbor Incident...
Peter Robbins — Brentwaters/ Woodbndge

Linda Moulton Howe — US Policy of Denial In the Interest of National Securit

Grant Cameron — The Presidents Hard Evidence (both parts)....

Stephen Bassett — A Message to President Elect - Truth Retriev

Dr. Robert Wood — Correlating Leonard Stringfield’s Crash Reports...

Paul Davids — The Road to Roswell - Undisputed facts and Factual Dispute:

Dr. David Pace - Inside the USSR Majestic 12 Program...........c..........

Ryan Wood - Murder and Majestic 12 — Investigation of UFO Related DEANS. ..o QrY

Various Presenters: three 30 minute contributed talks: Paul Kimball: Crash at Aztec;
Chuck Wade: Debris from Plains UFO crash; Ron Regehr: Ramey Office photographs......... QTY

3rd Annual Conference Proceedings (200 pages) ($35)

€ N P

DVD Set of 3rd UFO Crash Retrieval Conf ($240/set)
Individual DVD’s of 3rd Crash Con Speakers ($20/each)

Dr. Robert Wood- Examination of Reverse Engineering Claims.

Dr. Tom Valone — UFO Energy & Antigravity Systems

Speaker Panel Moderated by Stephen Bassett...........c.c.ccccenenen.

Dr. Roger Leir - The Varginha Brazil UFO crash....... .
Linda Moulton Howe 1953, DRES, Millard County, UT Crash

Nick Redfern - Big Thicket, TX Crash & 1953 Kingman AZ crash..

Richard Dolan - Sociological & Political Implications of Disclosure....

Chuck Zukowski, Debbie Ziegelmeyer — Roswell Archeological Dig R

Reme Baca - San Antonio, NM 1945 UFO Crash............c..ccocrersssiriinee . QTY

Ryan Wood -New Book Majic Eyes Only.........oceevereerereerneenninnens

Peter Robbins — Orgone Energy & Wilhelm Reich & UFOS..............ooooooroororr . Qry

Dr. Roger Leir — Analysis of Metal Fragments from UFO. QTY.

Bill Hamilton — The Case for Reverse Engineering......... QTY.

Ken Storch — Arizona 1998 Landed UFO, Military & MUrder...............cccouvreinericrncriineniinnns QTY.
Individual DVD’s of 4th Crash Con Speakers ($20/each)

Stanton Friedman - The UFO “Why” QUESHIONS..............cccouvoeiivicriiinniicsniiniens .. QTY.

Dr. Michael Salla — The Covert World of UFO Crash Retrievals.............cc.ccouevinriiineniininiinnns QTY.

Richard Dolan — UFO Crash Retrievals: Leaks and Secrecy......

Paul Schatzkin - Defying Gravity: Material on T. Townsend Brown.
Ryan Wood — The Devils Hole UFO Crash Retrieval......................

Peter Merlin — How the Government Responds to Top Secret Crashes..

Michael Lindemann — Scenarios of Contact........

George Knapp — TV Journalist' Perspective on Ufology....... I

Robert M. Wood, Ph.D. - Alien Viruses and Leaked Documents..............cccevevceevececrecceenenns
Nick Redfern — Crashed UFO'’s and Bio-Warfare................. s .

Frank Feshino — The Braxton County Monster......................

Linda Moulton Howe — Military Voices: Firsthand Testimonies........

Dr. Bruce Maccabee — December 6, 1950 UFO Crash Retrieval

Matthew E. Thuney — The Lummi Island Incident.........

1st Annual UFO Crash Retrieval Conference Audio Tape Set (2003) ($160)...':

Shipping and Handling ($8.00)
Total Paid............. 0

Please Print and Send Check, Money Order or Credit Card Info
Name:

Address: City: State: Zip:
Phone: Work Home

Fax: Email:

(Circle) Visa/lMasterCard Number: - - - Expires:

Security Code on back ofcard __

Signature:




